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The DPRIS Web site User Guide is subject to review and update by the DPRIS Program 

Manager (PM) and DPRIS support team.  Review and update will take place when any of the 

following situations occurs: 

• Modifications in response to comments or change requests, if any, received from Personnel 

and Readiness Information Management (P&R IM) 

• Changes in project scope or management processes 

• Identification of process-improvement activities that modify risk-management processes, 

procedures, or practices 

This document’s Revision History table summarizes changes to the DPRIS Web site User Guide.  

Each revised plan is subject to the DPRIS Program Management Office (PMO) document review 

and approval process before becoming final.  When the PM has approved and finalized changes, 

a new version of the DPRIS Web site User Guide will be available for reference by all DPRIS 

Users.
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1. INTRODUCTION 

 PREFACE 1.1.
Over the years, the U.S. Services have maintained personnel records in the most efficient and 

lawful media for the time period.  For the greater part of history, records were stored using paper.  

From the mid-1970s until the 1990s, microfiche was the chosen media to store permanent record 

information.  The next major conversion, digital electronic images, has been adopted by all 

branches of the Services.  This process allows paper to be scanned, indexed with identifiers, and 

made available for electronic viewing.   

The Official Military Personnel File (OMPF) is one of the most important records maintained for 

individual Service Members.  These files contain permanent information for each Service Member 

and are maintained by the Services in order to administer careers and support certain benefits 

eligibility.  Each of the Services maintains the OMPF information in digital image format.  This 

format enables an authorized individual access to view these images. 

The Defense Personnel Records Information Retrieval System (DPRIS) is the primary internet 

portal supporting external electronic access by authorized government agencies to any of the 

Services’ digital OMPF repositories.  DPRIS allows routine authorized Users of OMPF information 

to obtain copies of the digital images contained in the Services’ personnel systems within 48 hours, 

through a single internet-based interface.  Access to the Services’ digital OMPF repositories has 

also been granted to on-site liaison office staff and to agency representatives for walk-in visits to 

the Service Personnel Command sites.  

In the past, information from these records was typically provided via hardcopy, with requests for 

information and responses to such requests mailed through the U.S. Postal Service.  Regardless of 

the form in which the information is obtained, all Users are required by law to safeguard the 

information contained in the OMPF. The owners of the OMPF information is required to keep a 

record pertaining to disclosure of the information, as directed by the Privacy Act of 1974 and 

Health Insurance Portability and Accountability Act (HIPPA). 

The normal means of entry to the DPRIS Web site is through its home page at 

https://www.dpris.dod.mil, which includes a public area open to all internet users.  This public area 

contains descriptive information about DPRIS, as well as links to other related Web sites.  

However, the primary purpose of DPRIS is to enable authorized routine Users of OMPF 

information to access digital copies of source documents in a member’s or a veteran’s file.  This 

functionality is supported within the secure area of the Web site, which is only accessible by pre-

authorized Users of government agencies who have logged in via the DPRIS Home Page. 

 PURPOSE 1.2.
This DPRIS Web site User Guide will assist Users of the Web site in ordering digital copies of 

OMPF documents, reports to which access is authorized, as well as in navigating through the Web 

site itself (located at https://www.dpris.dod.mil ).  This User Guide also explains, from a typical 

User’s perspective, the DPRIS capabilities and functions encountered while ordering and viewing 

images through the system.  Additional topics include OMPF content, the DPRIS Standard 

Indexing Scheme, Account Management and troubleshooting for Users. 

 OBJECTIVE 1.3.
The objective of this User Guide is to familiarize Users with the DPRIS Web site and to provide 

guidance in using DPRIS to submit requests and review responses.  In addition, this resource will 

help Users register for, and manage their accounts, as well as request further assistance if needed. 

 

https://www.dpris.dod.mil/
https://www.dpris.dod.mil/
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 RECOMMENDED PREREQUISITES 1.4.
Each DPRIS User should be familiar with the use of Microsoft Windows and Windows-based 

applications. In order to initiate requests for and display OMPF images or DPRIS reports, the 

computer in use must support standard Internet access utilizing standard Microsoft Internet 

Explorer browser software, including Adobe Reader. 

 DPRIS USER LEVELS 1.5.
There are three levels of DPRIS User groups: Super User, Manager, and User, structured in a top-

down, hierarchical approach. Figure 1-1 provides the permissions associated with each of the 

DPRIS User groups. 

 
Figure 1-1 User Level Permissions 
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As shown in the hierarchical structure in Figure 1-2, Super Users have the roles and responsibilities 

for all Managers and Users.  Managers have the roles and responsibilities for their assigned 

subordinate Users. 

 
Figure 1-2 DPRIS User Levels 

 

 PERSONNEL RECORDS AVAILABLE THROUGH DPRIS 1.6.
The OMPF information available through DPRIS have specific dates associated with their branch 

of Service.  Figure 1-3 shows the OMPF information availability dates for each of the Military 

Services.  For example, any Member of the Army who served on or after October 1, 1994 should 

have OMPF information available via DPRIS.  Records for those who were discharged, deceased, 

released from Active Duty or retired prior to the below dates are likely to be maintained at the 

National Personnel Records Center (NPRC) www.archives.gov/veterans/evetrecs/.  Please refer to 

the latest Standard Form 180 for more information. 

 

Figure 1-3 Records Available 

 

  

http://www.archives.gov/veterans/evetrecs/
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2. DPRIS STANDARD INDEXING SCHEME  

 ORIGIN OF THE DPRIS INDEXING SCHEME 2.1.
Each of the Services manages their OMPF digital records systems differently.  Rather than 

requiring Users to learn each indexing system, DPRIS has developed a standard index.  Each 

document accessible by DPRIS from the four Service OMPF systems has been mapped to the 

DPRIS standard indexing scheme.  The DPRIS Standard OMPF Document Indexing Scheme is 

depicted in Figure 2-1.  The Figure shows the four major functional document groupings and 26 

supporting subgroups. 

 

  

Service  C om pu tation

D D-2 14  / D D-2 1 5

S erv ice  V erificatio n / Co m p u tatio n

O fficer Ap po in tm ent / Term in atio n

E nlis tm ents  / E x ten sio n s

S erv ice  A ckn o wledg em ents  / A g reem en ts

D ischarg e / Sep ara tion  / R e tirem en t

C asu alty  / D ea th

A ctiv e / Reserv e Ord ers  / E n do rsem en ts

P rofess ion al H istory

P rom otio n / Ad v an cem ent / Redu c tio n

S erv ice  / M ilita ry Ed u ca tion  / Tra inin g

C iv ilian  E d uca tio n  / T rain ing

S erv ice  S ta tu s  / C han ges / R ev is io n s

C hro no lo gical Assig n m ents  H isto ry

Q ualifica tio n s / Licenses / Certificates

S ecu rity  A ccess  / Clearance  / S c reenin g

P erform ance

P erfo rm ance  / E v alu atio n Rep orts  

C om m en da tory  Item s

D ero ga to ry  Item s  

S en sitiv e  / R estric ted

P ho to graph s  

Ad m in istrative

D ep end ent S u pp o rt / E lig ibility

P erso na l H is to ry  / Ev a lu a tio n  / B iog rap h y

L oan  / T u itio n Assis tance  / E lig ib ility

C han ge  / C o rrec tio n  / V erifica tion  / P ro of  

M ed ica l / P h ysica l / E x am ina tion s / F ind in gs

M iscellaneo us A dm inis trativ e Do cu m en ts 

 
Figure 2-1 Indexing Scheme 
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 DPRIS GROUPS AND SUBGROUPS 2.2.
All documents in the Service’s digital OMPF inventory accessible by DPRIS are assigned to one of 

the following four major functional groupings: 

 Service Computation: Documents that record service entry and exit, length of service, service 

agreements, appointments, commissions, statements of cumulative service, and other similar 

time specific data. 

 Performance: Documents that record a Service Member’s performance including evaluations, 

fitness reports, effectiveness reports, commendatory or derogatory items, and other 

performance-specific data. 

 Professional History: Documents that record promotions, education, training, chronological 

listings of assignments, qualifications, and similar historical data.   

 Administrative: Documents that record administrative actions or personal information regarding 

dependents, tuition assistance, medical and dental reports, insurance, and other miscellaneous 

administrative data.  

The Consolidated OMPF Document Mapping Report, published July 24, 1998, assigned each of the 

individual document types contained in the Services’ digital OMPF systems (accessible by DPRIS) 

to one or more of the DPRIS Standard Index subgroups.  Building on this, DPRIS can support 

standard requests and retrieval of OMPF document images from any of the four OMPF systems 

using a single functional methodology. 
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3. NEW USER REGISTRATION 

 NEW USER REGISTRATION HOME PAGE 3.1.
As additional agencies become authorized to retrieve electronic OMPF information via DPRIS, 

prospective authorized Users within these agencies will need to obtain properly documented 

approval from their designated Agency DPRIS Manager to become authorized Users of the Web 

site.   

After an agency has completed the pre-negotiated arrangements for its personnel to use DPRIS, 

individuals within that agency may start their personal registration process via the DPRIS Home 

Page.  To begin the registration process, click the “Register Now” link (Figure 3-1).   

 

 
Figure 3-1 Registering a New User 
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 NEW USER REGISTRATION INFORMATION PAGE 3.2.
The New User Registration Information page appears.  Click the “New User Registration Form” 

link (Figure 3-2). 

 
Figure 3-2 New User Registration Information Page 
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 PRIVACY AND SECURITY STATEMENT 3.3.
The Privacy and Security Statement page (Figure 3-3) is then displayed.  After reading the 

information presented, click the “Accept” link. 

 
Figure 3-3 Privacy and Security Statement 
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 LOGIN METHOD 3.4.
The Login Method Screen (Figure 3-4) is then displayed.  Two login choices are presented:  User 

ID and Password Method (Section 3.4.1), and Common Access Card (CAC) method, described in 

Section 3.4.2. 

3.4.1. User ID and Password Method 
Select the “User ID and Password” radio button and click “Continue”. 

 
Figure 3-4 Login Method Form 

Selecting the User ID and Password Method and clicking “Continue” will bring you to the New User 

Registration Form show in Figure 3-5. 

 
Figure 3-5 User ID and Password 
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3.4.1.1. DPRIS Password Rules 
To insure security, create a password that adheres to the specific DPRIS Password Rules (Figure 3-

6).  The Password Rules also ensure integrity of the system. 

NOTE: User ID, password, e-mail address and security challenge answer are all case-sensitive in 

DPRIS. 

 
Figure 3-6 DPRIS Password Rules 

An example of an acceptable password would be: Dpris5379!    

To continue with the User ID and password method, please skip to Section 3.5, “New User Registration 

Form”. 
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3.4.2. Common Access Card Method 
Select the “Common Access Card” radio button and click “Continue” (Figure 3-7). 

 
Figure 3-7 Common Access Card Method 

Click the “Select Certificate” Button (Figure 3-8). 

 
Figure 3-8 Select Certificate 
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Select your appropriate certificate from the “Select Certificate” prompt and click “Ok” (Figure 3-9). 

 
Figure 3-9 Select Certificate Prompt 

You will be prompted with a Security Alert.  Read the warning and select “Yes” (Figure 3-10). 

 
Figure 3-10 Security Alert 
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Next, you will be prompted to enter your PIN (personal identification number) number into the 

“ActiveClient Login” prompt and click “OK” (Figure 3-11).  Use the PIN number that was set up when 

you received your Common Access Card. 

 
Figure 3-11 PIN Prompt 

DPRIS will bring up your name and certificate information in the certificate box.  Click “Continue” 

(Figure 3-12). 

 
Figure 3-12 Certificate Box 

You will be brought to the New User Registration Form (Section 3.5). 

  



DPRIS Web site User Guide (WUG)   

14 
 

 NEW USER REGISTRATION FORM 3.5.
The New User Registration Form (Figure 3-13) is displayed.  Input the Agency ID Code provided 

to you by your Manager or DPRIS point of contact into the Agency ID Code form field.  Click on 

the “Select Manager” link which will bring up a list of Managers to select from (provided a valid 

Agency ID code is entered).  

 
Figure 3-13 New User Registration Form 
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 MANAGER SELECTION PAGE 3.6.
The Manager Selection (Figure 3-14) Page is displayed in.  Select the appropriate Manager who 

will approve the User Registration Form. 

 
Figure 3-14 Manager Selection Page 

The Manager information will auto-populate into the appropriate fields. To submit the form, click 

the “Submit” link (Figure 3-15). 

 
Figure 3-15 Manager Information 
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The Your information was submitted page (Figure 3-16) will appear.  This submission will notify 

the Manager a New User Registration Form has been submitted for approval.  Once the Manager 

approves the account, you will be ready to login and begin using DPRIS. 

 
Figure 3-16 Form Submitted 

  



DPRIS Web site User Guide (WUG)   

17 
 

4. USING DPRIS 

 LOGGING INTO DPRIS 4.1.
Two login choices are presented: User ID and Password Method, described in Section 4.1.1, or 

Common Access Card (CAC) method (4.1.2). 

4.1.1. Logging into DPRIS with a User ID and Password 
To login with your DPRIS User ID and password, go to the DPRIS Home Page www.dpris.dod.mil, 

enter your User ID and Password (case-sensitive – must be exact) into the appropriate fields and 

click “Login” (Figure 4-1).  

 
Figure 4-1 DPRIS Login 

After clicking “Login” you will be brought to the “U.S. Government System Notification” Page.  To 

continue with the User ID and password login method, please skip forward to Figure 4-7. 
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4.1.2. Logging into DPRIS with a Common Access Card 
To login with your Common Access Card, first insert your CAC into your computer’s card reader. From 

the DPRIS Home screen click the “Select CAC” button (Figure 4-2). 

 
Figure 4-2 Select CAC 

You will be prompted to select your certificate from the “Select Certificate” window (Figure 4-3). Select 

the appropriate certificate. 

 
Figure 4-3 Select Certificate 
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You will be prompted with a Security Alert. Read the warning and select “Yes” (Figure 4-4). 

 
Figure 4-4 Security Alert 

You will then be prompted to enter your Common Access Card PIN.  Enter your PIN and select “OK” 

(Figure 4-5). 

 
Figure 4-5 Enter PIN 
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Your User name and certificate number will now appear where the “Select CAC” button was. Click 

“Login” to continue (Figure 4-6). 

 
Figure 4-6 Certificate ID 

The U.S. Government Information System Notification page is displayed.  After reading the 

information, click the “Accept” link (Figure 4-7). 

 
Figure 4-7 U.S. Government Information System Notification 

You are now logged into DPRIS. 
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 CREATING REQUESTS IN DPRIS 4.2.
The View Responses page (also the default page) (Figure 4-8) is displayed once you are logged into 

DPRIS.  From this page, you can create new requests for images from a Service’s OMPF repository 

or for information from the Joint Services Records Research Center (JSRRC).  Click the “Create 

Request” link to begin the request process.  

 
Figure 4-8 View Responses Page 

The Create Request page (Figure 4-9) is displayed with a choice to create an OMPF request or, if a 

User is authorized, to create a JSRRC Request.  If a User is not authorized to create a JSRRC 

Request, that option will not appear.  

 
Figure 4-9 Create Request Screen 
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4.2.1. Creating an OMPF Request 
Clicking on the “Create an OMPF request” link from the Create Request Screen (Figure 4-9) will 

bring you to the OMPF Request Form (Figure 4-10).  Fill in the personal information (Full Name 

and Social Security Number) of the individual you are requesting records for, and select the 

appropriate OMPF systems(s) to be queried.  Make your selections from the document index and 

click “Submit”. 

 
Figure 4-10 OMPF Request Form 
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4.2.2. Creating a JSRRC Request 
If authorized to make JSRRC requests, click the “Create a JSRRC request” link.  The JSRRC 

Request Form (Figure 4-11) will be displayed.  Fill in the personal information (full name and 

Social Security Number) of the individual you are requesting records for, and select the 

appropriate Military Branch, Reason Code, and Station Code.  A JSRRC request must contain the 

information for at least one of the Post-Traumatic Stress Disorder (PTSD) Stressor codes or the 

Agent Orange code.  It can contain up to four codes if needed.  To enter the request code 

information, select one of the request code radio buttons and then click the “Continue” link. 

 
Figure 4-11 JSRRC Request Form 
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If one of the PTSD Stressor codes was selected, the PTSD Stressor form (Figure 4-12) will be 

displayed.  Enter the mandatory information on this form and click the “Continue” button to return 

to the main JSRRC Request Form. 

 
Figure 4-12 PTSD Stressor Form 
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Once the PTSD Stressor form has been completed, a red “X” appears next to the specified Request 

Code on the JSRRC Form (Figure 4-13).  To delete an existing request, click the “X” icon and 

confirm the deletion when a popup message is displayed.  Click the “Submit” link on the main 

JSRRC Request Form to complete the process of creating a JSRRC request. 

 
Figure 4-13 JSRRC Form 
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If the Agent Orange code was selected, the Agent Orange Claim form (Figure 4-14) will be 

displayed.  Enter the ship from and ship to dates for up to five shipments.  Each shipment can have 

up to 25 pairs of dates.  To add another date to a shipment (i.e., Unit assignment), click the “Add 

Date” button for the shipment.  Once all shipment information is entered, click the “Continue” link 

to return to the main JSRRC Request Form.  

 
Figure 4-14 Agent Orange Claim Form 
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Once the appropriate selection is marked with an “X”, click “Submit” (Figure 4-15). 

 
Figure 4-15 Submit Request Form 

After successfully submitting a request, the “Your Request was submitted” page (Figure 4-16) 

will be shown. 

 

Figure 4-16 Request Submitted 
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Once a response has been received by DPRIS, from the Service OMPF Systems of JSRRC, you will 

receive a notification e-mail from donotreply@dpris.org. An example of a typical system generated 

e-mail response is: 

“This is an automated message generated by the system.  PLEASE DO NOT REPLY TO THIS 

MESSAGE. 

A response has been received for the following request: 

 2jL9d7G3NH4Eb7L13269_na, Smith 

You may now logon to DPRIS Web and view the response to your request.” 

This process typically should not take longer than 20 minutes, from the time the request has been 

made until the user receives a response. 

  

mailto:donotreply@dpris.org
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 VIEWING RESPONSES 4.3.
At the View Responses page (Figure 4-17), which is the DPRIS default screen, click on one of the 

Request IDs for previously made requests.  

 
Figure 4-17 Response IDs 

In this example, a records request has already been made.  The “View Subordinates' Responses” 

link allows a Manager to view the responses to requests initiated by their subordinates.  This link 

will only be visible to Users who are in a managerial role and have subordinate Users.  Click on the 

“Request ID” to begin viewing responses to requests.  If no response has been received, the Request 

ID does not show up.  
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A list of available images received from the Services’ OMPF repository system based on the 

request will be shown.  Select an image to review. Then select “Display Selected Files” (Figure 4-

18). 

NOTE: Adobe Reader must be installed on the User’s computer in order to display selected files. 

 
Figure 4-18 List of Available Images 

Figure 4-19 shows an example of a typical form that is requested through the DPRIS system.  

 
Figure 4-19 DD Form 214 
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 WEB-BASED DPRIS REPORTS 4.4.
To navigate to the Reports page, click on the “Reports” link (Figure 4-20).  Access to different 

types of Web-based reports will be found on this page.  Click on each Web-based report to access 

the report.  

NOTE: Report availability is based on user roles and access permissions determined at the manager 

level. Typically, only Super Users and Managers will have access to these reports. 

 
Figure 4-20 Reports Page 

Figure 4-21 shows an example of an Access History Report For Agency Users. 
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Figure 4-21 Web-Based Report 

 

5. ACCOUNT MANAGEMENT 
Managers have the responsibility of managing DPRIS accounts for their subordinate Users through the 

DPRIS Web site.  The roles associated with this activity are assigned as part of the User approval 

process and are recognized by the DPRIS system when a User logs in.  Managers are authorized to 

approve new User registration requests, change the document assignment and authority role of their 

active subordinate Users, and temporarily and permanently deactivate subordinate Users.  The ability to 

manage other User accounts is available only to Users in a managerial role.  

From the DPRIS View Responses/Default Screen, click on the “Accounts” link to navigate to the 

Account Management page (Figure 5-1).  From the Account Management page, you can access links to 

modify profiles, change passwords, and manage subordinate Users if applicable. 
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Figure 5-1 Account Management 
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 CHANGING YOUR ACCOUNT PROFILE 5.1.
As a User, you can make changes to your account portfolio, such as modifying your e-mail address, 

to your account profile. Click on the “My Account” link and make the appropriate changes on the 

“My Account” page (Figure 5-2).  Click “Submit” once you have made your changes. 

NOTE: Your User ID cannot be altered for any reason.  If a new User ID is required, your old 

account needs to be deactivated by your Manager. You must then go through the registration 

process again with the new User ID. 

 
Figure 5-2 My Account Profile 

  



DPRIS Web site User Guide (WUG)   

35 
 

 CHANGING YOUR PASSWORD 5.2.
From the “Accounts” link in Figure 5-3, the Account Management page is displayed.  Be sure to 

adhere to the aforementioned strong password rules in Figure 3-6 when making this change.  Enter 

and confirm a new password then click “Submit”. 

 
Figure 5-3 Changing Your Password 
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 ACTIVATING, DEACTIVATING & REJECTING USERS 5.3.
Managers are responsible for approving new User registration requests, changing the document 

assignment and authority role of their active Users assigned to them, and temporarily and 

permanently deactivating the Users assigned to them. 

5.3.1. Activating New Users 
Managers will receive an e-mail whenever a new User has submitted a registration form and 

selected them as their Manager.  From the Account Management page (Figure 5-4), click on 

“User Accounts” and select “New Users”. 

 
Figure 5-4 User Accounts  

Click on the new User’s name from the New User Accounts page (Figure 5-5). 

 
Figure 5-5 New User Account 
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The potential new User’s Profile information page (Figure 5-6) is displayed.  It is important that 

the information pre-populated into this form is reviewed to ensure accuracy.  Once the 

information has been verified, click “Continue”. 

 
Figure 5-6 New User Profile 

The Role Assignment page (Figure 5-7) is displayed. Here, the type of requests can be specified.  

This form is used for assignment of access.  An advantage of DPRIS is that a User does not have 

to go through a large number of images if, for example, they only need the Service Computation 

Group or more specifically the DD Form 214.  Only those Users with an approved business need 

will have JSRRC access. To approve the request, click “Activate”. 

 
Figure 5-7 Role Assignment 
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5.3.2. Deactivating Users 
When a User no longer requires access to DPRIS a Manager is required to deactivate the User.  

To do so, click on “Active Users” from the Quick Links Menu (Figure 5-8) to receive a list of all 

active User accounts.  Click on the name of the User to deactivate the account. 

 
Figure 5-8 Deactivating an Active User Account 

Review the User’s account profile (Figure 5-9), to verify this is the User you would like to 

deactivate and click “Continue”.  

 
Figure 5-9 Deactivate User Profile 
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The Role Assignment page (Figure 5-10) is then displayed. Click “Deactivate”. 

 
Figure 5-10 Deactivate User 

From this screen select either temporary or permanent deactivation and click “Submit” to 

complete the deactivation process.  A comment box is provided to make a note of why the User is 

being deactivated. Comments describing why the User is being deactivated are required. An e-

mail will be sent to the User confirming the change.  A list of temporarily and permanently 

deactivated Users can be viewed by clicking on the appropriate link on the left of the Deactivate 

page (Figure 5-11). 

 
Figure 5-11 Deactivation Submission 
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5.3.3. Rejecting a User 
If a New User Registration Form is incorrectly filled out, or there is another issue, reject the new 

User registration form by navigating to that User’s Role Assignment page (Figure 5-12). 

 
Figure 5-12 Rejecting a User 

Select the reason that best describes why the request has been rejected on the Reject 

Authorization page (Figure 5-13).  There is a section for comments, which will go to the User in 

an e-mail.  Once completed, click “Submit”.  User registrations that are rejected are completely 

purged from the system, and the User is required to begin the registration process again. 

 
Figure 5-13 Reject Authorization  
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 UPDATING USER PROFILES  5.4.
Managers can change a User’s role level and/or modify the viewable documents that the User has 

access to.  To update a subordinate User’s profile, the Manager should navigate to that User’s Role 

Assignment page (Figure 5-14) and check or un-check the desired boxes to change that User’s 

viewable documents and then click “Update”. 

 
Figure 5-14 Updating User Profiles 
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 FORGOTTEN PASSWORDS  5.5.

5.5.1. Resetting Your Password 
If you forget your password it can be reset.  However, after three unsuccessful login attempts, you 

will be locked out of DPRIS and the Number of Invalid Login Attempts Exceeded page (Figure 

5-15) will appear.  If this screen appears, the password must then be reset by the User’s Manager. 

NOTE: User ID, password, and security challenge answers are all case-sensitive – must be exact. 

 
Figure 5-15 Invalid Login Attempts 

To reset your password, click on the “Forgot Password” link on the DPRIS Home page (Figure 5-

16). 

 
Figure 5-16 Forgot Your Password 
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At the DPRIS Forgotten Password page (Figure 5-17), enter your User ID and e-mail address.  If 

both are entered correctly your secret question (you selected your secret question when you 

initially registered) will be displayed.  An e-mail with your password will be sent to you. During 

your next login, a new password will be required. 

 (NOTE: Please keep in mind that the new User password must adhere to the password rules 

defined in aforementioned Figure 3-6.) 

 
Figure 5-17 Forgot Password Prompt 

5.5.2. Resetting Another User’s Password 
If a User has forgotten their password and is locked out of their account, the password can be 

reset by the User’s Manager or Super User. The Manager or Super User will navigate to the 

Accounts Management page (Figure 5-18) and click on “Active Users”.  A list of active Users 

will be displayed.  Select the User you would like to reset the password for by clicking on the 

User’s name. 

 
Figure 5-18 Resetting Another User’s Password 
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The User’s profile page will be displayed.  Click the “Reset Password” link (Figure 5-19) on the 

left side of the screen. 

 
Figure 5-19 Reset Password Link 

Click “Submit” (Figure 5-20).  

 
Figure 5-20 Submit Reset Password 

NOTE: Please keep in mind that the new User password must adhere to the password rules 

defined in Figure 3-6.  

A system generated e-mail is then sent to the User notifying them that they may log back in using 

their new password and that they must immediately reset their password upon logging back in.  

Only after this new password has been created, can they resume use of the DPRIS system. 
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 REASSIGNING SUBORDINATE DPRIS USERS 5.6.
Managers and Super Users have the ability to reassign their subordinate Users to another Manager.  

This is useful for when a Manager is going to be out of the office, leaves an agency, or changes 

projects.  

Click the “Reassign Users” link on the Account Management page (Figure 5-21). 

 
Figure 5-21 Reassign Users 

A list of the subordinate Users will be displayed.  Select the User(s) to be reassigned by clicking 

the check box on the left (Figure 5-22).  Click “Continue”. 

 
Figure 5-22 Select User to Reassign 
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The Select New Manager page is displayed (Figure 5-23).  Click the check box next to the new 

Manager’s name.  Click “Submit” to complete the reassignment. 

 
Figure 5-23 Select New Manager 

The following screen will appear (Figure 5-24). 

 
Figure 5-24 Successful Reassignment 

  



DPRIS Web site User Guide (WUG)   

47 
 

6. INFORMATION PAGE 
The DPRIS Information page (Figure 6-1) provides additional information to the User about DPRIS. 

 
Figure 6-1 Information Page 
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7. DPRIS HELP  
Click on the “Help” link to display the Help page (Figure 7-1). 

 
Figure 7-1 DPRIS Help 

A Manager is the best resource to assist in helping a User with any questions.  If the Manager is unable 

to fix the issue, navigate to the DPRIS Assistance Form (Figure 7-2).  All Assistance Form comments 

are reviewed by a DPRIS functional analyst or a technical analyst. An acknowledgement of receipt and 

initial disposition action for suggestions, complaints, or problems/questions that do not require 

immediate assistance will be provided by e-mail within five working days. If your problem / question is 

more severe, you will receive a response by e-mail within one business day. 

 

Figure 7-2 Assistance Form 
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Answers to common questions can be found on the Frequently Asked Questions page (Figure 7-3). 

 
Figure 7-3 Frequently Asked Questions 
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8. CONCLUSION 
The DPRIS Web site User Guide will be updated periodically and the most recent version will be 

available online via the DPRIS Web site. 
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APPENDIX A. ACRONYMS 

The table in Appendix A shows the list of acronyms used within the User Guide. 

Term Definition 

CAC Common Access Card 

DPRIS Defense Personnel Records Information Retrieval System 

HIPPA Health Insurance Portability and Accountability Act 

JSRRC Joint Services Records Research Center 

NPRC National Personnel Records Center 

OMPF Official Military Personnel File 

PIN Personal Identification Number 

PM Program Manager 

PMO Program Management Office 

PTSD Post-Traumatic Stress Disorder 

 

 


